**From:** Telstra Security Operations

**To:** nbm Team (nbm@Telstra.com)

**Subject:** Alert on Infrastructure Under Attack

—

**Body:**

Hello nbm Team:

At 1634hrs on the 20th of March 2022, our team was alerted to an unusual number of firewall bypasses. It seems that there has been attack on the NBM Connection infrastructure.

According to the Spring official website, A Spring MVC or Spring WebFlux application running on JDK 9+ may be vulnerable to remote code execution (RCE) via data binding. The current Spring Framework version that the infrastructure is using is affected as well.

We would like to request you to begin an incident response. Do also be prepared for further mitigation advice from us.

For any questions or issues, don’t hesitate to reach out to us.

Kind regards,

Telstra Security Operations